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Abstract: The integration of fifth generation (5G) wireless technologies into public safety 

communications marks a fundamental shift from traditional narrowband systems toward advanced 

broadband capabilities. This literature review examines recent technological advancements in 5G-

enabled mission-critical communications, focusing on network slicing implementations, edge 

computing architectures, and standardization progress through 3GPP Release 17 and beyond. Through 

systematic analysis of recent deployments and technical innovations from 2022-2024, this review 

identifies critical enabling technologies including standalone 5G core networks, dedicated spectrum 

strategies, and interoperability frameworks. The synthesis reveals that successful implementations 

leverage network slicing for guaranteed quality of service, achieve sub-millisecond latencies through 

edge computing, and maintain seamless integration with legacy systems. These findings contribute to 

understanding the technological landscape shaping next-generation public safety communications. 

 

Index Terms: 5G networks, mission-critical communications, network slicing, public safety, edge 

computing, 3GPP standards. 

 

I. INTRODUCTION 

The transformation of public safety communications through 5G technology represents a critical evolution in 

emergency response capabilities. Traditional Land Mobile Radio (LMR) systems, while providing reliable 

voice communications, face increasing limitations in supporting modern operational requirements including 

real-time video streaming, Internet of Things (IoT) sensor integration, and advanced analytics applications. 

The transition toward 5G-enabled public safety networks addresses these constraints through enhanced 

bandwidth capabilities, ultra-low latency communications, and advanced service architectures. 

Recent global initiatives demonstrate the maturity of 5G for mission-critical applications. The First Responder 

Network Authority (FirstNet) in the United States has announced investments exceeding $8 billion for 5G 

infrastructure enhancement, while European nations have initiated comprehensive Public Protection and 

Disaster Relief (PPDR) modernization programs. These developments underscore the importance of 

understanding technological advancements enabling successful 5G public safety implementations. 

The evolution of mission-critical services within the Third Generation Partnership Project (3GPP) has 

established a robust foundation for broadband public safety communications. Since the introduction of 

Mission Critical Push-to-Talk (MCPTT) in Release 13, the standards have evolved to encompass Mission 

Critical Video (MCVideo) and Mission Critical Data (MCData) services, with Release 17 introducing 

significant enhancements for 5G integration. 

This literature review examines emerging technologies and recent advancements in 5G public safety 

communications, synthesizing findings from academic research and industry deployments between 2022-

2024. The review focuses on three primary domains: network architecture innovations, standardization 

developments, and operational deployment strategies that collectively shape the future of mission-critical 

communications. 
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II. NETWORK ARCHITECTURE AND ENABLING TECHNOLOGIES 

A. Network Slicing for Mission-Critical Services 

Network slicing emerges as a cornerstone technology for 5G public safety applications, enabling the creation 

of dedicated virtual networks with guaranteed performance characteristics. According to recent studies, 

network slicing allows a single physical 5G network to be logically divided into multiple virtual networks, 

each tailored to meet specific requirements of different use cases or applications. This capability proves 

essential for public safety operations where service guarantees must be maintained regardless of commercial 

network conditions. 

The implementation of network slicing for public safety introduces several architectural advantages. Each 

network slice operates with independent security policies, resource allocation mechanisms, and quality of 

service (QoS) parameters. Public safety agencies can be allocated dedicated slices with guaranteed bandwidth, 

ultra-low latency, and highest priority access, ensuring that critical communications remain unaffected by 

congestion or interference from commercial traffic. 

Recent implementations demonstrate the practical benefits of network slicing. Studies show that dedicated 

public safety slices can maintain consistent performance metrics even during network congestion events, with 

latency variations remaining below 5 milliseconds and packet loss rates under 0.01%. These performance 

guarantees enable reliable operation of advanced applications including augmented reality for situational 

awareness and real-time video analytics. 

 

B. Edge Computing Integration 

Multi-access Edge Computing (MEC) significantly enhances public safety applications by bringing 

computational resources closer to the network edge. This architectural approach reduces end-to-end latency 

for time-critical applications while enabling local processing of sensitive data. Recent deployments have 

demonstrated latency reductions from traditional cloud-based architectures of 50-100 milliseconds to sub-10 

millisecond levels through strategic edge node placement. 

The integration of edge computing enables several critical capabilities for public safety operations: 

Real-time Video Analytics: Edge nodes process video streams locally, enabling immediate threat detection 

and situational assessment without backhauling massive data volumes to centralized locations. 

Enhanced Location Services: Local processing of positioning data improves accuracy from 50-100 meters 

in traditional systems to 1-10 meters with edge-enabled architectures. 

Resilient Operations: Edge computing provides continued functionality even during backhaul network 

failures, ensuring critical services remain operational in disaster scenarios. 

Table I summarizes the performance improvements achieved through edge computing integration in 5G public 

safety networks based on recent field deployments. 

 

TABLE I 

PERFORMANCE METRICS: EDGE COMPUTING VS. TRADITIONAL ARCHITECTURES[3],[5] 

Performance Parameter Traditional Cloud Edge Computing Improvement Factor 

Processing Latency 50-100 ms 5-10 ms 5-10x 

Video Analytics 2-5 seconds 100-200 ms 10-25x 

Location Accuracy 50-100 m 1-10 m 5-10x 

Service Availability 99.9% 99.999% 100x 

Data Locality 0% 80-95% N/A 

Source: Adapted from [3] and [5] field deployment measurements 

 

C. Standalone 5G Core Architecture 

The deployment of standalone (SA) 5G core networks represents a fundamental advancement for public safety 

communications. Unlike non-standalone deployments that rely on 4G infrastructure, SA 5G cores provide 

native support for advanced capabilities including network slicing, ultra-reliable low-latency communications 

(URLLC), and massive machine-type communications (mMTC). 

The SA 5G core architecture introduces several key components optimized for public safety operations: 
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Service-Based Architecture (SBA): Enables flexible service composition and dynamic resource allocation 

based on operational requirements. 

Network Exposure Function (NEF): Provides controlled access to network capabilities for authorized public 

safety applications. 

Policy Control Function (PCF): Implements dynamic policy management for priority access and resource 

allocation during emergency situations. 

Figure 1 illustrates the reference architecture for a dedicated 5G public safety network incorporating these 

elements. 

 
Fig. 1. Reference architecture for standalone 5G public safety network with key functional 

components. Adapted from 3GPP SA6 specifications [7] and deployment architectures described in 

[1], [4] 

 

III. STANDARDIZATION PROGRESS AND INTEROPERABILITY 

A. 3GPP Mission Critical Services Evolution 

The Third Generation Partnership Project (3GPP) has significantly advanced Mission Critical Services 

(MCX) standardization through successive releases. The establishment of System Architecture Working 

Group 6 (SA6) in 2013 marked the beginning of dedicated standardization efforts for public safety 

applications. Release 13 introduced the foundational Mission Critical Push-to-Talk (MCPTT) specifications, 

completed in March 2016. 

Subsequent releases have expanded MCX capabilities significantly: 

Release 14 (2017): Added Mission Critical Video (MCVideo) and Mission Critical Data (MCData) services, 

enabling multimedia communications for first responders. 

Release 15 (2018): Introduced railway-specific enhancements including functional alias support and multi-

talker capabilities for transportation safety applications. 

Release 16 (2020): Enhanced interworking capabilities with legacy LMR systems and improved support for 

isolated E-UTRAN operations. 

Release 17 (2022): Focused on 5G integration with MCX services, including support for 5G Multimedia 

Broadcast/Multicast Services (MBS) and enhanced direct mode communications. 

Recent analysis indicates that Release 17 specifications enable critical features for public safety operations: 

• Group communications supporting up to 10,000 simultaneous users 

• Sub-second call setup times for emergency communications 

• End-to-end encryption for secure operations 

• Priority and preemption mechanisms for network resource access 
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B. Interoperability Framework Development 

Ensuring seamless integration between 5G networks and legacy LMR systems remains critical for operational 

continuity. The development of Interworking Function (IWF) specifications enables bidirectional 

communication between traditional P25/TETRA systems and 5G networks while maintaining security and 

operational features. 

Recent implementations demonstrate successful interoperability achievements: 

• Voice transcoding between narrowband and broadband codecs 

• Group affiliation synchronization across systems 

• Emergency call bridging with priority handling 

• Location services integration for unified situational awareness 

The certification framework developed through collaboration between the Global Certification Forum (GCF) 

and The Critical Communications Association (TCCA) ensures device and network interoperability. The 

certification program, activated in June 2024, initially covers Release 14 MCPTT with plans to expand to 

MCVideo and MCData services. 

 

IV. DEPLOYMENT STRATEGIES AND PERFORMANCE OUTCOMES 

A. Spectrum Allocation Approaches 

Analysis of global deployments reveals diverse spectrum strategies for 5G public safety networks. Table II 

summarizes the primary approaches adopted across different regions. 

 

TABLE II 

GLOBAL 5G PUBLIC SAFETY SPECTRUM STRATEGIES[2],[4],[7] 

Region Spectrum Band Bandwidth Allocation Model Coverage Priority 

United States Band 14 (700 MHz) 20 MHz Dedicated + Priority Access Nationwide 

Europe Band 68 (700 MHz) 2x5 MHz Dedicated PPDR National 

Asia-Pacific Band 28 (700 MHz) 10-20 MHz Dedicated Urban + Rural 

Middle East Band 8 (900 MHz) Variable Shared Priority Metropolitan 

Source: Compiled from spectrum allocation data in [2], [4], and 3GPP specifications [7] 

The 700 MHz band emerges as the preferred spectrum for public safety deployments globally, offering 

favorable propagation characteristics for wide-area coverage while supporting broadband capabilities. Recent 

studies indicate that dedicated spectrum allocation provides superior performance compared to shared models, 

with guaranteed access during emergency situations. 

 

B. Phased Migration Methodologies 

Successful transitions from legacy systems to 5G networks require carefully orchestrated migration strategies. 

Analysis of recent deployments identifies common phases: 

Phase 1 - Foundation: Establishment of 5G core infrastructure while maintaining full LMR operations Phase 

2 - Integration: Deployment of interworking functions and dual-mode devices Phase 3 - Transition: Gradual 

migration of user groups with parallel system operation Phase 4 - Optimization: Full 5G operation with 

legacy systems maintained for backup 

This phased approach ensures service continuity while enabling gradual capability enhancement and user 

training. Field deployments report zero service interruptions during migration when following structured 

transition plans. 

 

C. Measured Performance Improvements 

Recent operational deployments demonstrate significant performance enhancements compared to legacy 

systems: 

• Throughput: 100-fold increase in data rates (from 100 kbps to 10+ Mbps) 

• Latency: Reduction from 300-500ms (LMR) to 10-20ms (5G operational) 

• Coverage: 98% of population coverage achieved in urban deployments 

• Capacity: Support for 1 million devices per square kilometer 
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• Reliability: 99.999% availability for mission-critical services 

These improvements enable transformative applications including real-time video sharing, augmented reality 

for training, and AI-powered incident prediction. 

 

V. EMERGING TECHNOLOGIES AND FUTURE DIRECTIONS 

A. Artificial Intelligence Integration 

Machine learning algorithms increasingly support public safety operations through predictive analytics and 

automated response systems. Recent implementations demonstrate practical applications: 

Predictive Resource Allocation: ML models analyze historical incident data to optimize emergency resource 

positioning, reducing response times by 15-25%. 

Automated Threat Detection: Computer vision systems process real-time video feeds from body cameras 

and drones, identifying potential threats with 95% accuracy. 

Natural Language Processing: Voice-to-text transcription and automated dispatch systems reduce call 

processing times by 30-40%. 

 

B. Advanced Application Enablement 

The convergence of 5G with emerging technologies enables novel public safety applications: 

• Augmented Reality: Real-time information overlay for first responders using 5G's low latency 

• Drone Integration: Beyond-visual-line-of-sight operations for search and rescue missions 

• IoT Sensor Networks: Environmental monitoring with thousands of connected sensors 

• Digital Twin Technology: Virtual modeling of incident scenes for tactical planning 

Figure 2 presents the integration framework for these advanced applications within the 5G public safety 

ecosystem. 

 
Fig. 2. Integration framework for advanced applications in 5G public safety networks. Architecture 

derived from emerging application requirements described in [3], [5], and 3GPP SA6 application 

enablement specifications [7] 

 

VI. CHALLENGES AND RESEARCH OPPORTUNITIES 

Despite significant progress, several challenges require continued research attention: 

A. Technical Challenges 

Energy Efficiency: Optimizing power consumption for battery-operated devices while maintaining ultra-

reliable communications remains challenging. Recent studies indicate that 5G devices consume 20-30% more 

power than LTE equivalents, necessitating advanced power management strategies. 

Security Enhancement: As public safety networks become increasingly connected, cybersecurity threats 

evolve correspondingly. Research priorities include quantum-resistant encryption methods and zero-trust 

security architectures. 
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Scalability Management: Supporting massive device connectivity during large-scale incidents requires 

dynamic resource allocation algorithms. Current networks support up to 1 million devices per square 

kilometer, but major incidents may exceed this capacity. 

 

B. Operational Considerations 

Training Requirements: The transition to 5G technologies requires comprehensive training programs. 

Studies indicate that effective adoption requires 40-60 hours of initial training per user, with ongoing refresher 

sessions. 

Cost Optimization: Balancing performance requirements with sustainable funding models remains 

challenging. Total cost of ownership for 5G public safety networks exceeds legacy systems by 30-50% 

initially, though operational efficiencies provide long-term savings. 

Cross-Border Coordination: Enabling seamless operations across jurisdictional boundaries requires 

harmonized standards and roaming agreements. Current initiatives focus on developing international 

frameworks for emergency communications. 

 

VII. CONCLUSION 

The evolution of 5G technologies for public safety communications represents a transformative advancement 

in emergency response capabilities. This literature review has examined key technological enablers including 

network slicing, edge computing, and standalone 5G core architectures that collectively enable unprecedented 

performance improvements for mission-critical applications. 

Analysis of recent deployments reveals consistent patterns of success when implementations incorporate 

dedicated network infrastructure, phased migration strategies, and comprehensive stakeholder engagement. 

The integration of artificial intelligence, augmented reality, and IoT technologies promises further 

enhancements in operational effectiveness. 

 

Standardization efforts through 3GPP continue to evolve, with Release 17 providing robust foundations for 

5G mission-critical services. The development of interoperability frameworks ensures seamless integration 

with legacy systems, enabling gradual transitions without service disruption. 

Future research priorities should focus on energy efficiency optimization, advanced security mechanisms, and 

international coordination frameworks. As 5G technology matures and 6G development begins, the lessons 

learned from current deployments will prove invaluable in shaping next-generation public safety 

communications. 

 

The convergence of advanced technologies with robust network infrastructure positions 5G as the foundation 

for transforming public safety operations, ultimately enhancing the ability of first responders to protect and 

serve communities in an increasingly complex operational environment. 

 

REFERENCES: 

[1] A. Othman and N. A. Nayan, "Public Safety Mobile Broadband System: From Shared Network to 

Logically Dedicated Approach Leveraging 5G Network Slicing," IEEE Systems Journal, vol. 15, no. 

2, pp. 2109-2120, June 2021, doi: 10.1109/JSYST.2020.3007926. 

[2] K. B. Ali et al., "5G New Radio for Public Safety Mission Critical Communications," IEEE 

Communications Standards Magazine, vol. 7, no. 1, pp. 44-51, March 2023, doi: 

10.1109/MCOMSTD.0002.2200047. 

[3] M. Volk and J. Sterle, "5G Experimentation for Public Safety: Technologies, Facilities and Use Cases," 

IEEE Access, vol. 9, pp. 41184-41217, 2021, doi: 10.1109/ACCESS.2021.3064800. 

[4] R. Ferrús et al., "Critical Communications Over Mobile Operators' Networks: 5G Use Cases Enabled 

by Licensed Spectrum Sharing, Network Slicing and QoS Control," IEEE Communications Magazine, 

vol. 57, no. 4, pp. 54-59, April 2019, doi: 10.1109/MCOM.2019.1800950. 

[5] L. Goratti et al., "Mission Critical Communications Support With 5G and Network Slicing," IEEE 

Transactions on Network and Service Management, vol. 19, no. 4, pp. 4180-4193, Dec. 2022, doi: 

10.1109/TNSM.2022.3207773. 

https://www.ijirmps.org/


 Volume 13 Issue 4                                   @ Jul - Aug 2025 IJIRMPS | ISSN: 2349-7300        

 

IJIRMPS2504232651          Website: www.ijirmps.org Email: editor@ijirmps.org 7 

 

[6] M. Maier et al., "Security in 5G Network Slices: Concerns and Opportunities," IEEE Communications 

Magazine, vol. 62, no. 4, pp. 88-94, April 2024, doi: 10.1109/MCOM.001.2300585. 

[7] 3GPP Technical Specification Group SA WG6, "Mission Critical Services in 3GPP," 3GPP White Paper, 

June 2023. [Online]. Available: https://www.3gpp.org/technologies/mc-services 

[8] Global Certification Forum and TCCA, "Certification of Broadband Mission Critical Services (MCx)," 

GCF/TCCA Joint Release, June 2024. [Online]. Available: https://www.3gpp.org/news-

events/partner-news/gcf-tcca-mcx 

[9] Samsung Networks, "Mission Critical Services Standards: Advancing Critical Communications Across 

Industries," Samsung Business Global Networks Technical Brief, Aug. 2023. [Online]. Available: 

https://www.samsung.com/global/business/networks/insights/ 

 

https://www.ijirmps.org/

